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Release notes

This document is a reference for the installation of the IBM System Storage TS7650G with ProtecTIER  V3.1.17 and contains other useful information about the IBM System Storage TS7650G with ProtecTIER V3.1.17.

Release date 17 Mar 2014.

Introduction

This document is a reference for installation and upgrades and contains other useful information about the IBM System Storage TS7600 with ProtecTIER V3.1.17.

Prerequisites

The following is a list of prerequisites:

· ProtecTIER Manager V3.1.17 must be installed.

· RedHat code level 5.6 must be installed on the system first. The upgrade to V3.1.17 will fail if RedHat version 5.6 is not installed first.  

· The full package code must have already been installed on the system, min code level is V3.1.8 . Installation of this patch on a Linux OS system will fail without the full package code already being installed.
Code levels

The table below lists the code level requirements:

	Software
	Version

	IBM System Storage TS7650G with ProtecTIER
	3.1.17

	Dtcemulex
	5230.009-0

	Ptlinux
	7130.065

	ptrepmgr
	6130.039-0


New features and resolved problems

The ProtecTIER Introduction and Planning Guides describe the new features in the release:

IBM System Storage TS7650 ProtecTIER  Deduplication Appliance and TS7650G Deduplication Gateway Introduction and Planning Guide (3958-AP1 and 3958-DD4) (GA32-0918)

Or

IBM System Storage® TS7610 and TS7620 ProtecTIER®  Deduplication Appliance Express Introduction and Planning Guide (GA32-0913)

See the Additional Documentation section of this document for information about how to find these publications.

ProtecTIER Server issues:

	Issue ID
	Fix ID
	Description

	RTC 21691
	81025989

81025991
	Upgrade EMULEX FC Adapter to V9.5.7, solve unavailable EMULEX ports issue

	RTC 16871
	81025641
	Issues a notification when a partially incorrect barcodes file is used

as input for the dedup estimator tool

	QC 21072
	81025775
	Solves an issue with incorrect expected dedup ratio in the VTD

process

	RTC 22140
	81025996
	Adds the code level to SM1/2 header file when issuing call home

	QC 18408
	81025686
	Solves a syntax error in battery backup unit check

	N/A
	81024736
	Upgrade Red Hat RPM, with newer version, effect cman (cluster management)

	RTC 22869
	81026015
	Make "Display Machine Reported Product Data" (MRPD) more robust, to deal with scenarios that the report was not displayed

	N/A
	81026027
	Add to the service report dmsetup.txt file

	N/A
	81025949
	New Support Tool to map files and offset to Storage LBA

	N/A
	81025713
	Solves an issue of duplicate entries in a damaged STU Btree by

adding the ability to have the Check and Recover procedure

automatically correct this type of errors (by deleting the conflicts)

	RTC 22229
	81026002
	Solves an issue of system down after upgrade from 2.5 to 3.2.2
Related to failed sanity check

	RTC 22681
	81026041
	Solves an issue of Node Replace failure at V3.3.x, issue happened after upgrading from 3.1.x to 3.3.x and then executing node replacement

	RTC 23083
	81026038
	Make Service report more robust, Service report will be generated even if there is no repository layout configuration


ProtecTIER driver issues:

	Issue ID
	Fix ID
	Description

	RTC 21691
	52000329
	Improving Logging Level for vtf_internal logs

	RTC 21691
	52000331
	Upgrade EMULEX FC driver to V9.5.7, solve unavailable EMULEX ports issue


ProtecTIER Manager issues:

	Issue ID
	Fix ID
	Description

	RTC 14970
	51005389
	Solves an issue where the explore log directory was stuck because

the OS version solution was 6.0 and not 6.1

	RTC 16548
	51005624
	Solves an issue in the GUI Grid Manager where after concurrently

removing/adding repositories from/to the replication group it

eventually included all repositories

	RTC 19487
	51005749
	Solves an issue where dedup estimator results did not show invalid

cartridges

	N/A
	51005762
	Corrects a typo in the word "cartridge" in the change principality window


Installation instructions

The IBM System Storage TS7600 with ProtecTIER Installation Roadmap Guide for the TS7650G (Gateway) [3958 DD4],   GA32-0921, contains complete installation instructions.

Upgrading the TS7650G

To upgrade the TS7650G, choose one of the following options:


OPTION A: Upgrading a TS7650G with V3.1.X, V2.5, or 2.4 code installed

To upgrade from V3.1.X, V2.5, or 2.4, use the current code V3.1.17 and follow the procedure described in Chapter 3, "Upgrading Red Hat Linux and ProtecTIER," of the IBM System Storage TS7600 with ProtecTIER Software Upgrade and Replication Enablement Guide (SC27-3643).

OPTION B: Upgrading a TS7650G with V2.3 or V2.2 code installed

First upgrade to V2.4, then to V3.1.17.

1. Upgrade to V2.4 by using the procedure described in Chapter 6, "Upgrading and Configuring Red Hat Linux and ProtecTIER," of the IBM System Storage TS7600 with ProtecTIER Software Upgrade and Replication Enablement Guide (GC53-1196-02).

2. Upgrade to V3.1.17 as described in Option A.

See the Additional Documentation section of this document for information about how to find these publications.

Additional Documentation

All ProtecTIER publications can be found in the IBM Publications Center. To access all publications, go to:

	http://www-05.ibm.com/e-business/linkweb/publications/servlet/pbi.wss 


1. Select your country/region/language.

2. Select Search for publications in the left menu. 

3. Search for the publications by publication title, keyword (for example, ProtecTIER), or form number.

ProtecTIER Information Centers are available at the following at the following locations:

	Information Center
	URL

	TS7610 and TS7620 Combined Customer Information Center
	http://pic.dhe.ibm.com/infocenter/ts7610/cust/index.jsp

	TS7650 Combined Customer Information Center
	http://pic.dhe.ibm.com/infocenter/ts7650/cust/index.jsp

	TS7610, TS7620, and TS7650 Combined Service Information Center
	http://pic.dhe.ibm.com/infocenter/ts7600/serv/index.jsp


Restrictions and known issues

Restrictions and known issues include the following:

· Before performing any configuration operation, upgrade both nodes to the same patch level.

· Do not move a cartridge from the shelf of the remote repository while it is the target of a replication operation.

	Issue ID
	Description
	Workaround

	13413
	ProtecTIER DD4-x3850 fails to start after autorun.
	Contact IBM Support to get the procedure on how to resolve this issue.

	14137
	Kernel panic following code update procedure.



	Reboot the ProtecTEIR Manager server and repeat the code update procedure.

	14182
	RAS configuration may fail after a fresh install with a misleading error: "ConfigRAS, Failed to run /opt/ras/bin/rsCerCfgAll -e eth3  with error code: 3".
	Repeat the RAS configuration and set free IP frame within the TSSC server.

	14191
	After the "Health check" procedure is run from the PT menu,  no success exit message is displayed.
	None. The health check completed successfully with no errors reported.

	13550
	ProtecTIER Manager (GUI) gets stuck after configuration session.
	Close the ProtecTIER Manager (GUI) and reopen it.

	13176
	After the server is upgraded while PT Manager is running, the        server version is incorrect.
	Re-log in to the system using ProtecTIER Manager (GUI).

	13442
	Server is fenced because of /pt_work full.
	Contact IBM support.

	14062
	PT Server reboots unexpectedly during server replacement procedure.
	Shut down the remaining node in order to avoid the fence, then repeat the procedure.

	14528
	During a firmware upgrade, an erroneous failure message is displayed.
	This occurs only if the firmware upgrade procedure is initiated when the firmware is already at the latest level. The level of firmware on the storage system is not affected.

	14205
	The activities throughput may not be the same as shown on the bottom bar due to sync issues.   
	This is a temporary condition that should correct itself in several minutes minutes.

	14662
	During "Update Firmware" using PT menu , the FW updating of RSA                 adapter may be hang without timeout  
	Contact IBM support.

	14197
	vtfd fails to start due to memory allocation
	Rebooting the ProtecTIER system will solve this issue.

	14786
	GUI hangs during long operations while the server notifies that it finishes
	This is an XML-RPC communication issue.  Perform the following to resolve the problem:

1. Go to "Start->Run->netsh"

2.  Run "winsock reset" command

3. Restart the PC




Compatibility

Compatibility requirements include the following:

· ProtecTIER V3.1.17 works with TSSC code level 5.10.8 or later.

·  ProtecTIER V3.1.17 requires the use of ProtecTIER Manager V3.1.17 or later.

·  ProtecTIER Manager earlier than V3.1.8 is not compatible with ProtecTIER  Server V3.1.17. Communication between the two will fail.

· Replication is supported from ProtecTIER V2.4 or later. 
· Replication is supported from SMB v2.1 or later.
·  Replication between ProtecTIER v2.3.x and ProtecTIER V3.1.x is NOT supported. 

·  Replication configuration operations require the use of Replication Manager  V3.1.17 or later ProtecTIER software.

OpenStorage compatibility:

· ProtecTIER Server V3.1.17 is compatible with plug-in 2.5.0.0 or later.

· ProtecTIER plug-in V3.1.11 is compatible with ProtecTIER Server V2.5 or later.

Compatibility matrix:

The compatibility matrix can be found at: 

http://www-03.ibm.com/systems/storage/tape/index.html  

Look under the heading “Virtual tape systems” and click on the appropriate product to find a link to the Independent Software Vendor (ISV) and interoperability matrix.

Documentation format and accessibility

The publications for this product are in Adobe Portable Document Format (PDF) and should be compliant with accessibility standards.

If you experience difficulties when you use the PDF files and want to request a web-based format or accessible PDF document for a publication, send a request by email to starpubs@us.ibm.com. In the request, be sure to include the IBM publication number and title.

When you sent information to IBM, you grant IBM a nonexclusive right to use to distribute the information in any way it believes appropriate without incurring any obligation to you.

Notices and trademarks

Notices

INTERNATIONAL BUSINESS MACHINES CORPORATION PROVIDES THIS PUBLICATION "AS IS" WITHOUT WARRANTY OF ANY KIND, EITHER EXPRESS OR IMPLIED, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF NON-INFRINGEMENT, MERCHANTABILITY OR FITNESS FOR A PARTICULAR PURPOSE. Some jurisdictions do not allow disclaimer of express or implied warranties in certain transactions, therefore, this statement may not apply to you. This information could include technical inaccuracies or typographical errors. Changes are periodically made to the information herein; these changes will be incorporated in new editions of the publication. IBM may make improvements and/or changes in the product(s) and/or the program(s) described in this publication at any time without notice.

Trademarks

Linux is a trademark of Linus Torvalds in the United States, other countries, or both. Microsoft, Windows, and Windows Server are trademarks of Microsoft Corporation in the United States, other countries, or both. Intel, Intel logo, Intel Inside, Intel Inside logo, Intel Centrino, Intel Centrino logo, Celeron, Intel Xeon, Intel SpeedStep, Itanium, and Pentium are trademarks or registered trademarks of Intel Corporation or its subsidiaries in the United States and other countries. Other company, product, or service names may be trademarks or service marks of others.

THIRD-PARTY LICENSE TERMS AND CONDITIONS, NOTICES AND INFORMATION

The license agreement for this product refers you to this file for details concerning terms and conditions applicable to third party software code included in this product, and for certain notices and other information IBM must provide to you under its license to certain software code. The relevant terms and conditions, notices and other information are provided or referenced below. Please note that any non-English version of the licenses below is unofficial and is provided to you for your convenience only. The English version of the licenses below, provided as part of the English version of this file, is the official version. Notwithstanding the terms and conditions of any other agreement you may have with IBM or any of its related or affiliated entities (collectively "IBM"), the third party software code identified below are "Excluded Components" and are subject to the following terms and conditions:

· The Excluded Components are provided on an "AS IS" basis

· IBM DISCLAIMS ANY AND ALL EXPRESS AND IMPLIED WARRANTIES AND CONDITIONS WITH RESPECT TO THE EXCLUDED COMPONENTS, INCLUDING, BUT NOT LIMITED TO, THE WARRANTY OF NON-INFRINGEMENT OR INTERFERENCE AND THE IMPLIED WARRANTIES AND CONDITIONS OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE

· IBM will not be liable to you or indemnify you for any claims related to the Excluded Components

· IBM will not be liable for any direct, indirect, incidental, special, exemplary, punitive or consequential damages with respect to the Excluded Components.
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